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1. INTRODUCTION

1.1. Purpose

The purpose of this document is to provide a heylel description of GSA’s target Data
Architecture and Information Model to establishoanecnon understanding of the agency’s
strategic direction towards information and knowleananagement.

The GSA IT Strategic Plan FY 2007 - FY 2011 defitiessstrategic vision for using IT to meet
GSA'’s business needs. A key to understanding G8Asiness environment, processes and
objectives is to understand mission critical infation. Consequently, the higher quality the
GSA information is, the better the view of GSA’sssibn and operational environment. Quality
information also serves as an enabler for coomeraitnteroperability and strategic decision
making. Strategic Focus Area 1 of the GSA IT 8fyat Plan is improving “timeliness and
accuracy of data”. In order to achieve this oliyectGSA requires a well defined and
disciplined processes for information capture, imfation stewardship and quality management.

As GSA seeks to enhance its services and understarekpectations of its customers, suppliers,
and employees, GSA must be able to seamlesslyrateeiys strategy, people, processes, and
technology internally, and with its external pargieThe GSA Enterprise Architecture (EA)
program has a key project, Integrated IT PorttM@anagement (IPM), that joins and harmonizes
internal policies with Capital Planning Investmantl Control (CPIC), Systems Development
Life Cycle (SDLC), and other processes and actisitelated to the inception, elaboration,
construction, and management of IT initiatives asr@SA. The One-GSA EA program
includes information and data architectures as deli@erables, linking information with
processes, services and data.

GSA Business Challenges

GSA is facing numerous challenges to its core lassies; especially its IT Services business. As
a result, the agency has instituted a series ofuamnes, including discretionary spending cuts,
personnel cost reductions, and a hiring freezedetnts legal obligation to ‘break even’. With
the continuing proliferation of Government Wide Aicgjtion Contracts (GWACSs) across
Government, GSA faces increasingly stiffer comptifor its acquisition services from a
growing Government competitor base.

The capability to supply acquisition service acrib&sgovernment — services based on a cost-
effective, efficient and timely infrastructure -eahe goals of OSERA.

In addition to the marketplace, GSA faces a nunolbarternal challenges that have impact on
this current task order:

* GSA continues to undergo a major transformatio Wit establishment of the Federal
Acquisition Service (FAS). This transformatioraikey component of the One GSA
vision, but as with any major change, it adds #uhcertainty and discomfort within the
organization.
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* GSA has numerous processes related to its IT baset(SDLC, PMP, EA, CPIC, etc.)
that require constant management and update. Ugthcelated, these are not yet
available to appropriate personnel in an easilgsgible, configurable, and updateable
environment.

* OMB and GAO are continually (and rightly) “raisitige bar” in their assessment of
Agencies Enterprise Architecture and overall ITuni&g. GSA must keep pace with
meeting the higher bar.

* The GSA OCIO has numerous stakeholders who wabe &ble to “view” the IT
information asset base in ways appropriate for thesiness goals. Currently, each IT
information asset has only a single “view”.

* Much of GSA’s data assets are currently siloed AG&uld achieve better use and
management of these assets if they were apprdgratailable across the agency.

» Architectural information is frequently developedforms appropriate to architects, but
not business stakeholders. Information gets “tedpjnto a single format that doesn’t
work for everyone.

» Currently the GSA EA “Bricks” are not linked dirgcto the OMB Federal Transition
Framework nor the FEA Technical Reference Model

*  While GSA has embraced the FEA, EA is not currepttyiding sufficient value to the
enterprise.

* The GSA EA, itself, is not visible agency wide insable, accessible environment

To deal with these challenges, challenges that wleeely identified in the Integrated Portfolio
Management project (IPM) is the need for better agament of information in support of
enterprise knowledge, decision making and execution

The GSA Architectural Team has developed an appreéth these challenges in mind.
GSA Knowledge Management Challenges

GSA is typical of most government organizationghiat it has acquired and accumulated a great
deal of information, architectures and plans thatret well organized, integrated or maintained.
Much information, some of it costly, is lost, fotggn or simply not applied at the right time.
Plans and architectures are done and redone dimatges in contractors, tools, methodologies,
technologies and management.

The information that is retained is frequently Hotked” or consistent. The key drivers in an IT
plan are not the same key drivers in a human dapéa, funding is not consistently applied to
enterprise needs and architectures don’t matchiyre@ecisions are made on inconclusive data
after millions have been spent on analysis. Witifariation we have is not effectively
transformed into knowledge.

While the technologies and methods for managingatipmal data in DBMS systems are well
established, the same level of maturity has notrgasefor management and architectural
information. This kind of information is less sdtto the ridged structure of a DBMS, yet still
needs some structure and management. It is thasdéiinformation for which knowledge
management is the right approach.
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While the cost of this information loss is distumtpi even more troubling is that this is the kind

of information that could help GSA achieve greafficiency, transform to a more effective
enterprise, improve its value to citizens and otgancies and achieve a more mature enterprise.
OISP is the start of an initiative to address thee ¢ssues with knowledge management to help
facilitate a more effective GSA. There is, of amyralso process and culture changes required —
some of which have been identified in the IPM pebjerhe Internet based technologies of the
OOSEA Portal can help facilitate these cultural pratess changes with easy access to and
management of knowledge.

Vision of ubiquitous knowledge

Consider that there will be a knowledge managerpletform available to everyone in GSA

and, as appropriate, to external stakeholders anlactors. This platform has all the
information that people need to do their job arahgdbr the future. This platform is not limited

to a few structured databases, but allows virtuatly kind of information to be used, analyzed
and managed by anyone with the authority to dols. the easy way to find out what you need
to know, what others have produced and the trysteze to store, manage and integrate the vast
body of information people work with today. Thigfiorm leverages and is part of the internet.

This platform is also able to work with any kindinformation in a variety of tools and formats.
For example, the information in a spread sheetishadrt of a human capital study can be used
in a business case that is directly related tesyséems architecture of an application being
funded and then implemented. There is a vocabwfcpmmon terms, accepted across GSA,
that help more clearly define business goals arndiecae- and these terms are used consistently
across various information artifacts.

There is a direct link and continuity from busingssils to enterprise architectures to systems
architectures, acquisition and implementations.il®tifferent tools and diagrams are used for
different stakeholders, the underlying informatisrronsistent, traceable and “linked”. Analysis
can be done that crosses the “walls” between bssiaed technical information.

As information and assets are developed within G8d externally there is a culture of
retention, extension and reuse. New informat&sets are stored in the repository and
categorized according to their purpose, contentcandext. This allows new information to be
found and reused easily, as well as managed rglididéw versions are saved and tracked so
that the change over time can be better understood.

With this ability to manage, analyze and repurgaf@mation GSA could be more effective at
achieving its goals, of better serving its cust@raerd of being a more mature enterprise.
Without a handle on its knowledge resources itisllio imagine much improvement at all.

This kind of environment is not science fictionisijpossible now, and OSERA is part of the
initiative to provide it. OSERA envisions two ct&s of information and will have different
capabilities for each. Virtually any informatiortigact that can be rendered as a “file” will be
able to stored, managed, versioned and locatedh $taxh asset will be categorized and
contextualized such that it is easy to browse @ryjtor the information you need. Once found
it can deliver that information to any browser eskitop and keep track of any changes to it so
that teams can work together effectively, everrithisted teams.

A deeper level of integration and analysis cantogiged for “structured” information, where
the structure of that information has been modeiexhd adapted to the knowledge base. This
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integrated and structured information will initialhclude information assets such as business
cases, PMP, information models, business procesgkbusiness collaboration models. This
same information will be integrated with and dilgstupport the Federal Enterprise Architecture
(PRM, BRM, SRM, TRM, DRM) and the federal transitifvamework (FTF) — this makes the
FEA an integral part of the GSA architectural fravoek, not an afterthought.

Significant architectural focus areas such as g¢aitaess and services modeling will be a key
aspect of the initial “integrated” capabilitiesedides the basic capabilities there will be
contextual information in the form of policies antlite papers on how GSA does architecture.

Various design tools will be able to “check in” dtheck out” information in the format that is
appropriate for that tool. The information in tte@ository will be able to be restructured in the
format of specific tools and standards so that kadge can be shared between organizations
that use different tools, there is no more lockm@ tool suite and information can be easily
reused from project to project.

When stakeholders are viewing or even enteringinéion they are doing so from their
perspective, with a view that is appropriate f@itmeeds, roles and authority. The underlying
platform is responsible for repurposing informatinstead of making each user responsible for
digging information out of alien formats and compiteports or diagrams.

The process of integrating all of these forms &rimation is a long one. What OISP does is lay
the foundation with a platform and architecture thaufficiently flexible to deal with this
diversity of information, based on established déads and technologies known as the semantic
web. OISP then starts the process of integratifagmation with some of the current

information structures most crucial to GSA. Astbapability evolves over time, and it becomes
more integrated into the fabric of the enterpriseijll increase in value by being used as the
repository for more and more information whichrnisrementally more integrated, linked and
accessible.

What is currently being put in place is an opersl@rototype for this knowledge platform as
well as integration of key assets such as the FER&RGSA and Business cases supporting better
decision making. Since the core of OSERA will lpe source, this opens the door for
collaborative efforts with other agencies and fpeavasive intellectual capital platform across
the government.

1.2. Document Organization
This document is divided into the following secgon

» Section 1 of this document provides backgroundrin&dion, including the GSA’s goals
and vision for information management, and a dpson of the approach used to define
the target EA Data Architecture.

» Section 2 of this document is about the GSA’s Imfation Model, a key component of
the target EA Data Architecture. This section ptes a description of how it is
extended to include Federal Enterprise Architec(GEeA) Data Reference Model (DRM)
2.0 standardization areas.
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» Section 3 of this document provides a descriptiothe features of the OSERA
Enterprise Knowledge Base (OsEra-EKB); the secaydckmponent of the target EA
Data Architecture.

* Section 4 of this document discusses EA Data Aechire Governance; which is the
third key component.

The appendices contain additional detail.

1.3. Background and Overview of the Target Data Architeture

The GSA faces a number of business challenge®deiatinformation, data and knowledge
management:

» The GSA Data AssetsLike any large organization the GSA develops,ntaans and
uses a large and diverse body of data that isartecthe effectiveness of the enterprise.
This data suffers from a variety of issues, comneotgiata that has “grown” over decades:

o

Data is siloed Most data managed by GSA is “trapped” within toafines of a
particular application, data center or organizati@vhere other stakeholders need
this information, it is hard to get access to asé.u

Data is redundant Due, partially, to being siloed, data is redurtjegathered

and managed — often leading to inconsistencieemods. Data is trapped within
a particular application or technology and is rasily repurposed for the needs of
stakeholders. The redundancy also increases-ea@sfsts to manage the
redundant sources, costs to synchronize the soantksosts of dealing with
errors.

Data is inconsistently representedThe meaning and definition of data elements
and structures is inconsistent — it is neithergraéed, centralized or federated.

Data quality is an issue Many data sources have quality concerns without a
clear way to resolve them (See the data qualitgiajines).

Data is not information: The purpose of data is to inform. There are eome
with the meaning and scope of data as well asaihme 6f its presentation and
analysis such that it can be used to inform stdkiens.

* GSA Architectures, Plans and GovernanceGSA has multiple efforts to address data
concerns in the form of architectures, plans, @mses, policies and governance. These
efforts also have problems which have reduced ffieeteveness of dealing with the
above, bulleted, issues.

o

o

There is no agency wide body, process or resotetehtais the desire and
authority to “solve the data problem”. While it yiae in the best interests of
GSA, there is no incentive for the owners of infation to solve agency-wide
problems.

The GSA has acquired and accumulated a great tiedbamation, architectures
and plans that are not well organized, integratedantained. To a large extent,
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the GSA’s information archtiectrues are siloed.erBhare instances where
information, some of it costly, is lost, forgottensimply not available or applied
at the right time; plans and architectures areidat@d due to changes in
contractors, tools, methodologies, technologiesraadagement.

0 Inconsistencies in GSA’s planning, governance aodigctural information
exist and the linkages that help to provide add#laneaning to information are
missing in most cases. Decisions are made on ahesie information after a
significant amount of funding is spent on analyais the information available
is not effectively transformed into knowledge.

o Architectural information is often represented imanner that is only appropriate
for architects, not business stakeholders. Frdatyenformation is limited to a
single format that is not suitable to everyonerangferable. Consumers expect
information assets and resources to be enablershstdacles to accomplishing
their tasks and delivering services.

o0 The general emphasis in government for increasesuatability requires that
managers have IT governance mechanisms in plasmpliance with legislative
and government mandates continues to place a heawen on the GSA’s ability
to effectively measure the success of EA and imvest programs.

1.4. Processes and Governance
Infrastructural Support

The GSA's Open Source E-Government Reference A&athite (OSERA) Infrastructure
Services Platform (OISP) addresses some of thedkeicbes by providing for the ability to
manage strategic information assets and archiextu®ne of the key aspects of this capability
is defined by the target EA Data Architecture: sian for a semantic based, model driven
knowledge platform leveraging internet technologies

Target Data Architectures

The target EA Data Architecture centers on the ldgveent of the OSERA Enterprise
Knowledge Base (OsEra-EKB). The OsEra-EKB is aergnise-wide knowledge repository
that contains, manages and provides access toSA&@xisting strategic information asséts.
This OsEra-EKB is intended to enable the GSA tmbera more effective organization, make
decisions on the basis of knowledge, align with iagstration policy and advance significantly
in both Office of Management and Budget (OMB) ara/&nment Accountability Office (GA)
maturity assessments.

1This repository will be populated with many of #sting strategic information assets including@ree GSA EA, the OMB
FEA Reference Models, the OMB Federal Transiticentework, the GSA ITAPC “Bricks”, etc. Additionagability will be
provided to include other strategic informationeasggpes such as the PMP and the GSA ExecutivenBssiCase within and
accessible through the repository.
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Another component of the target EA Data Architegtisrthe GSA Information Model; which
represents the GSA'’s vision for semantic-level n®teat extend beyond structural descriptions
of information. The GSA’s Information Model comkmthe original One GSA models with
new information from the Financial Management Enmtise Architecture (FMEA) segment,
Financial Management Enterprise Architecture Caratiron (FMEA-C) segment, Contract
Writing System segment and Integrated Portfolio Mgament initiative.

The OsEra-EKB and GSA Information Model are critimamponents needed to address the
issues with information and knowledge managemeatder to help facilitate a more effective
agency. However, achieving enterprise maturityireg the use of the capabilities available
from the OsEra-EKB and GSA Information Model ashasl a transformation of the culture and
processes of the agency in concert with leademship described in Integrated Portfolio
Management (IPM) project and strategic assessmiérg.third key component is the
stewardship role to support the governance of th®Bgta Architecture. It is important for the
GSA'’s existing governance bodies to have collabggagroups that will actively come together
to discuss and review how the GSA'’s critical infation assets are being created and used. The
Information Model and OsEra-EKB are components Wiktassist the GSA with facilitating
stewardship and governance by providing easy atoessd management of information and
knowledge.

The combination of the Information Model, OsEra-EfBtform and supporting governance
structure results in the GSA’s vision for its EAtB@rchitecture. This vision is intended to
enhance knowledge throughout the GSA and achievétlowing goals:

» Support collaboration, sharing and reuseBy enabling and supporting a culture of
shared information assets, services, and procassess GSA.

» Enable strategic thinking and information driven decision making By providing a
flexible, model driven tool to manage informaticssets and developing an integrated
information model that aligns to GSA’s businessaecture.

* Improve the value and quality of information: By facilitating agency level
comprehension of information and providing the ¢algg to communicate within GSA
and/or with partnering agencies about informatidth\& clear understanding of its
meaning and confidence in its quality.

* Reducing duplicative efforts Redundancy in information and processes in GS#ois
only time consuming and expensive, it is a soufdaaonsistent and sometimes
contradictory information.

By providing a means to explore the opportunit@stifie integration of business processes and
information, GSA will become more adept at consisf#anning and execution of strategic
initiatives.



Page 10

1.5. Approach

The target EA Data Architecture is expressed & afsshared metadata concepts using Web
Ontology Language (OWL) and Resource Descripti@anfawork (RDF) in the ontology of
architecture. These concepts will be synthesiram the current GSA data architecture, as
expressed in previously developed EA artifactsyels as the Federal Enterprise Architecture
(FEA) Data Reference Model (DRM) 2.0. These cotxejll be made available for use via the
OsEra-EKB.

1.5.1. Model Integration

The target EA Data Architecture combines the oabne GSA models with new information
from the Financial Management Enterprise Architec(iFMEA) segment, Financial
Management Enterprise Architecture Continuation EAVC) segment, Contract Writing

System segment and Information Technology Portfdlamagement initiative. This integrated
set of models utilizes both Enterprise Distribuf@gect Computing (EDOC) and Unified
Modeling Language (UML) to represent the GSA’s gmise and segment architectures. A two-
way mapping is defined and implemented from EDO@stances of these shared concepts in
the OsEra-EKB; and a one-way mapping is definedigpiemented from these shared concepts
to the FEA DRM 2.0.

1.5.2. Aligning to the Federal Enterprise Architecture (FEA) Data Reference Model
(DRM) 2.0

A unifying data architecture is essential in pravigda foundation for consistent information.
The FEA DRM 2.0 establishes a common data modehtBpurposes of streamlining
information exchange processes within the Federagment and between government and
external stakeholders.. To that end, GSA, asheeagency’s EA goals, is committed to adhere
to the standards and guidelines expressed in tAelFEM 2.0.

1.5.3. Transforming the Enterprise-Wide Repository to theOsEra-EKB

Many of the processes and artifacts to supporGtBa’s IT vision have already been defined as
part of the Integrated Portfolio Management (IPiMject. The target EA Data Architecture
enhances the utility of these essential productsrbyiding automated support via the OsEra-
EKB’s change and configuration management capgsilishared concepts, mapping
components, views and user interfaces (see Se2tamad APPENDIX A:).
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2. THE GSA'S INFORMATION MODEL AS THE DRM

The FEA DRM 2.0 is a framework in which the primgyrpose is to enable information sharing
and reuse across the federal government and pramdtem data management practices. The
DRM provides a standard means by which informati@y be described, categorized, and
shared. These standardization areas are exprestedlDRM Abstract Model and in GSA’s
Informaz1tion Model as described in the following tseas and detailed in the GSA’s DRM
Report:

2.1. Data Description

The Data Description standardization area provédegans to uniformly capture the semantic
and syntactic structure of information. The GSKWformation Model is an EA Data
Architecture artifact that clearly describes theanmieg of common information through the use
of metadata and shared concepts. The GSA’s Intfomm#&Ilodel shall be used to ensure that the
agency'’s information assets have consistent angl@enrepresentations so as to make them
comprehensible and usable by any interested, anétbparty within the agency and beyond.

2.2. Data Context

The Data Context standardization area establigh@pproach to the categorization of
information assets using taxonomies and other giéis@ information. Data Context also
enables discovery of information, and providesdigs to the other GSA reference models (e.qg.
Business Reference Model). The Information Modehiegrated with SOA concepts as
expressed in EDOC and associated UML profiles. tikigsrreason, the Information Model is part
of the overall architectural approach used by tBA® contextualize its information assets.
The other part of the approach involves procesksisaand collaborations among domain
experts to define the data layer of GSA’s EA basethe business architecture.

2.3. Data Sharing

The Data Sharing standardization area describescitesss and exchange of information, where
access consists of recurring requests (e.g. a qdieny information asset), and exchange consists
of fixed, recurring information exchanges betweartips. Data sharing is enabled by the
OsEra-EKB capabilities described in Section 3 of ttocument. The GSA’s Information Model
describes the business concepts and terms thatdivelual data elements that are aggregated
into message taxonomies. These “messages”, ondmsstransactions”, can be transformed
directly into XML schemas, and their instancesagé&dched to the services information
exchanges, as defined by the collaborative rokractions in the business architecture.

2The DRM Report is a work product of the GSA Entigirchitecture Data Architecture project. Itiiie accessible via
WWW.0sera.goy
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2.4. Key Benefits of the Information Model

The GSA'’s Information model represents the sematiticcture that is common to multiple
information resources across the agency. The &agfiis of the Information Model include:

» The Information Model is expressive and providesitie accurate, easy interpretation of
information based on a business context.

» Semantic features of the Information Model enabl@sanced automated discovery and
usage of information due to the enhanced meanigstprovided for information. The
result is information consumers feel confident anghowered to pose intelligent, ad hoc
gueries for decision support.

» Due to the platform-independent nature of the imimiion Model, individual domains
can leverage components of the Information Modet&velopment of applications that
are specific to their domain or business unit.

* The Information Model supports the creation of camnrentities by providing a means to
compare and relate information assets across G&#&dh a common, well-defined
structure.
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3. THE OSERA ENTERPRISE KNOWLEDGE BASE (OsEra-EKB)

The OsEra-EKB provides the ability to search aridenee information assets for any given
concept; administer information, and create asielbout information assets. Through semantic
metadata capture, information assets will be caisg and contextualized to ease search and
retrieval. This affords information suppliers awhsumers the capability to easily determine
what information is available, the subject of thioermation, and how to obtain the information.
Additionally, when information components are visijtmanaged, and accessible within the
GSA community, information suppliers and consunwélisbe more inclined to share and reuse
common information rather than re-inventing it.

3.1. Utilities and Features

The OsEra-EKB is an operational, open source prp#otising ontologies, semantic web
standards and technologies to integrate, transéomrepurpose GSA information. The
knowledge base supports various kinds of infornmaitnoa variety of tools and formats. The
OsEra-EKB provides a means for defining and shaoedepts that are used for the
categorization of information assets. The OsEr&piatform includes a set of utilities that
leverage shared concepts and provide the folloongplogy model driven” capabilities:

1) User Interface: The user interface consists of a simple web b&wedks interface,
allowing information to be entered, categorized ezidted’®

2) Query: The query interface provides a user friendly tayer SPARQL to query the
knowledge base, locating information for browsiediting or analysis. Query will also
be able to export into standard XML files for fugtlprocessing with widely available
tools.

3) Upload/Download: The upload/download utility will accept data mygormat to
provide configuration management and categorizatfdhat data in the repository. Data
in supported artifact formats (e.g., EDOC, DRM, BRMwvill be able to be mapped to
the knowledge repository Articles directly. Artta linked to the knowledge repository
will automatically update that repository when dtextin and reflect any changes to the
repository when checked out. This simple “checkhietk out” paradigm for linked
artifacts presents a very simple interface to ¢aeling-edge capability underneath that
maps between the data and file formats using stamecepts.

4) Mapping Facility: The mapping facility will implement the genennfrastructure for
mapping between ontologies and for import/expogdérnal artifacts in XML Metadata
Interchange (XMI). Note that it is not the intertthis task to define new languages,
ontologies or methods for mapping but to providemenework where multiple ways to
define or implement mappings may be used togethsupport of the OsEra-EKB. The
mapping facility will be component oriented andlwilap import export components to
source and target requirements.

Svirtually any information asset that can be renders a “file” will be stored, managed, versioned lotated. The metadata
about the information asset will be delivered tg Browser or desktop.
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3.2.

Once shared concepts are defined for a languatgdapter” will be developed to map
between the XMI representations of each artifachstances of the shared concept
ontology. These adapters will use a “change” apgtsuch that the entire artifact is not
mapped each time it is checked into the reposit@uwly changes to the artifacts will be
used. The change based approach serves to keeptéhneal artifacts intact and not
require that every model element in the exterrezheint need be mapped to an instance
of a shared concept (since many concepts are adh A change-based integration
utilities for diff/merge will be created for XMI @RDF. These resulting changes will be
the medium of exchange between shared conceptaraifatts. This will also allow a
change in an artifact to propagate to instancehafed concepts which will then
propagate to other external artifacts (which arkdd to those shared concepts).

Key Benefits of the OsEra-EKB

The OsEra-EKB will increase the GSA’s core captbdi support the development enterprise-
level information services and mission critical Bggdions and serve as a basis for information
modeling standards. Some of the key benefits declu

Complete and current information will be captured atored for use by the entire
agency.

Supports an information sharing environment becafsemation is made generally
available and accessible to any interested parbuth a simple, user-friendly interface;
and provides a platform to migrate internal agenéyrmation assets from internal
resources to cross-agency information assets vepgn®priate’

Provides efficient discovery features so that imfation consumers can obtain
information, formulate answers to business questard exploit knowledge for better
business decisions.

Reduces the need for labor intensive collectionracdnciliation activities to satisfy
requests for information.

Increases stakeholder collaboration by providimgatral store for information assets;
enhances the ability to implement standards anddsastices by providing insight into
existing resources.

4Sensitive information will be handled according@8A security standards and policies.
®For example, the information in a spread sheetishaart of a human capital study can be used farsiness case that is
directly related to the systems architecture opplication being funded and then implemented.
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4. GOVERNANCE OF THE DATA ARCHITECTURE

Governance is a critical aspect of successful EArovides a link between business and IT to
facilitate the development of a common way of ustéerding shared business information.
Governance enables agreement with architectureipsland standards set forth to benefit the
GSA. As the EA continues to mature and evolve gibvernance structure can enable consistent
application of EA standards; and the developmedtuse of information assets and/or resources.

Governance of the EA Data Architecture involvespdeoprocesses and technologies for
sharing, recording and using information. It erreges the understanding and management of
information from both business and technical pesspes, and it advocates the importance of
information as a valuable resource, allowing GSAdosume and share information confidently
to satisfy business needs and regulatory requiresnédther benefits include:

* Increased standardization of information models @ath Architecture practices;

* Increased ability to integrate information asselispinate redundancies, while preserving
necessary information assets;

* The ability to extract knowledge offering high lévef visibility and alignment with IT
strategic objectives; and

» The ability to adapt and evolve information modesSGSA’s key business processes
change.

Governance of the GSA EA Data Architecture shaldlm®mponent of the GSA’s EA

governance structure. The intent is to leveragespgonsorship and organization of the EA
Program Management Office (EAPMO) that is alreadglace and adopt existing management
policies and practices in coordinating stakehol@e stewards to create an actionable
management plan for the EA Data Architecturé/orking groups consisting of stewards,
architects and subject matter experts (SMEs) frasiness and IT shall convene on an as needed
basis to provide authority over standards and dgveblutions for EA Data Architecture related
issues.

Additionally, the OsEra-EKB shall be leveraged asexhanism to encourage a strategy for
architecture governance and provide support foegmnce activities. For example, the OsEra-
EKB can be used as a tool for identifying stewamnad their relationships to the information that
they steward. The knowledge repository can abimrdinating key governance activities by
storing plans, procedures and critical correspooeleand locating stewards so that the
appropriate individuals are engaged at the appatgptime during the course of an initiative.
This idea is based on the existing knowledge managéand transfer capabilities that the
OsEra-EKB has to support the Information Model atiter EA and IPM artifacts that are
relative to governance.

®Executive-level sponsorship is assumed througtEfieMO and EA governance body, therefore it is istussed in this
document as an explicit role in EA Data Architeetgovernance and stewardship.
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APPENDIX A: OsEra-EKB COMPONENTS (LAYERS)

Figure A-1 — OsEra-EKB Structure

PmP &
EDOC BPMN FTF ‘ Business
\ DRM Case

Ontology of
Architecture

PMP/Business
concepts
Use
Facility

User
Artifact Management / I
nterface
Configuration Management Assets

(Subversion)

Asset Categorization, Provenance, Dependencies (OWL/RDF)

Shared Metadata Concepts

Mapping

Figure A-1 — OsEra-EKB Structure illustrates thgeled structure of the OsEra-EKB. The
OsEra-EKB shall be layered as shown and describkhvb

Artifact Management Layer: (Artifact Management/Configuration Management in
Figure A-1) Artifact Management is the foundatidrttee OsEra-EKB. It is based on the
Subversion (SVN) (seéttp://en.wikipedia.org/wiki/Subversion_(softwale)d
http://subversion.tigris.ordobr further details) configuration management egstwhich
provides a versioned, distributed, federated aliable data storage for information
assets or artifacts. The OsEra-EKB assigns a WRdach artifact, making the artifact a
web resource that is available to any user thapbasission to access the artifact.

Information Asset Ontology Layer. (Asset Categorization, Provenance, Dependencies
in Figure A-1) The next layer, Information Assett@logy, augments SVN metadata

with a OWL-RDF ontology that categorizes informat@ssets, records their
dependencies, their context, their origin and timea in which they are expresséd.

This ontology for managing information assets c®mponent of the shared concept
system and integrates concepts from existing stdada.g. Simple Knowledge
Organization System and Reusable Asset Specifigatio

The OsEra-EKB places some conventions and restmgtn the physical directory
structure of the repository to allow for flexibylitn naming and categorizing information
assets in a variety of ways for different purposgése “concepts” used to categorize
information can be user defined and evolve ovee tand be utilized in different contexts
with different terms.

"RDF — Resource Description Framework (http://wwwav§/RDF/)
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The Information Asset Ontology is dynamically syratized with the SVN repository
allowing any change to be recognized and the ieputicessed as updates to the RDF
store. Correspondingly, changes to the RDF staneresult in changes to the assets or
the asset metadata in SVN.

* Ontology of Architecture Layer: (Shared Metadata Concepts in Figure AShared
metadata concepts are a distinguished set of cbhabg that normalize the shared
concepts relative to architecture as are fountlerREA, Federal Transition Framework
(FTF), DRM, EDOC, Business Process Modeling Nota{BPMN) and current GSA
architectures. Shared metadata concepts are dsncsgal to define other concepts and
are usually found in modeling languages and ontolagguages. Additionally, shared
metadata concepts are the basis for the integrafioriormation in different tools,
standards and methodologies.

The Ontology of Architecture is comprised of ddfoms of those shared concepts that
are found in two (2) or more of the reference laggs. The set of architectural shared
concepts are synthesized from FEA, FTF, DRM, ED@E& BPMN to augment the
“semantic core” work already done as part of OSERMapters and transforms are used
to project these shared concepts onto extern&@diin the native syntax of FEA, FTF,
DRM, EDOC or BPMN

8As information is managed in the repository, theFRifore for the OWL ontology will be available tmpide SPARQL queries
to locate and analyze information in the OsEra-ERmBis query function is provided through a userfdly web interface to
users.

®This will then make the GSA architectural assetsthe FEA a part of the same conceptual framework.
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APPENDIX B: STEWARDSHIP ROLES IN A FEDERATED DATA
ENVIRONMENT

Any individual or organization within GSA involvad stewardship has certain responsibilities
with respect to the information integral to thaiisimess, regardless of the technology that is used
to store and manage it. These responsibilitidsidecplans and procedures for:

» Identifying and publicizing clear, concise and gdusiness definitions for information,
considering both business and IT stakeholder petispes.

» Identifying required business validation rules ¢odpplied when capturing and
processing data.

» Taking a proactive approach to improve the accésgjbntegrity, timeliness, accuracy
and completeness of data; assessing and resolatagjdality issues.

» Facilitating sharing and usage of the data whillr@gsing access and security issues that
may pertain to certain data.

» Ensuring that existing and future data structuredaveloped according to established
architecture practices and standards; and arédféegnough to meet the needs of the
various types of consumers.

» Using appropriate existing communications chanaets methods to engage business and
IT stakeholders.

GSA'’s information environment is geared towardsaefated structure where information is
categorized as distinct, common and core. For#ason, a federated information stewardship
structure where there is a corresponding steward&oh category of information is
recommended so that the appropriate individuaroug is utilized at the right time. Table B-1
provides a high-level description of this concpt.

Table B-1 — Stewardship for Distinct, Common and Ce Information

Category | Level of Stewardship
Distinct - This term applies to business Operational-level stewards; information suppliers
information elements that are exclusive to a and consumers that create, define and read
business unit. information.
Common - This term applies to business Multiple domain stewardship with coordination.

information elements that are available to at least
two business units, but not available to all units.
Core - This term applies to elements that are Enterprise-level stewardship represented by a
available to all business units; corresponding to council or working group.

GSA-wide business elements.

Enterprise Level Stewardship

Ostewards should not be difficult to find. It isretter of identifying those who are already fillithee data governance
responsibilities as part of their current job fuoctat GSA. For example, they may be an infornmadicchitect , business
analyst, program manager, information consumeraaridformation supplier.
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Data Architecture related decisions about infororathat will have an impact across GSA (e.qg.
core components), need to be made by a crosscudigiduals that are in the position to
represent their business units in the decision ngagrocess. Strategic decision making about
enterprise-level Data Architecture also required the individuals making the decisions are
knowledgeable about information assets and argpqdiwith sufficient documentation to help
them make the right decisions. The concept of kkiwg group or data council satisfies this
requirement for a assembly of individuals who &sponsible for the strategic decisions being
made around the definition, production and usagmtdrprise-level information.

In terms of key roles and responsibilities, theadatuncil or working group:

» Possesses an interest in Data Architecture goveendure to an interest in improving
GSA information management practices.

» Understands the definition of Data Architecture govance and the benefit of
governance to GSA.

» Develops and executes a plan for Data Architegjokernance and works to support the
coordination of information stewardship activities.

» Participates in the approval of data policies, ngan@ent plans, and governance tools.

* Ensures that Data Architecture practices are ageechproved and continuously
promulgated to business units.

* Make strategic-level decisions in a timely manrieeg the appropriate knowledge to
make that decision.

* Manages patrticipation in discussions to remainrmx of Data Architecture
governance activities.

» |dentifies and coordinates critical data governaiobes for core information (e.g. domain
stewards and coordinators).

Domain Stewardship

Domain stewards fall within a business unit andumally determined by the logical position or
natural relationship to the domain of informatidfor example, the logical choice for a domain
steward of financial data is the Chief Financiali€fr (CFO) role. Domain Stewards may also
be designated or volunteer to play the role. Dedpe method by which domain stewards are
identified, they should be knowledgeable aboutrtfespective domain of information and work
to facilitate acceptable standards of data witheirtdomain and facilitate acceptable resolution
of issues pertaining to the information in theindon.

In terms of key roles and responsibilities, the RonSteward:

» Supports consensus building around how informatlowuld be represented and the
development of standards for information withinititeomain.

» Leads initiatives to resolve cross business-usuds pertaining to information in their
domain.
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» Ensures that there is adequate documentation tadlend shared among all stakeholders
on how information within their domain is being ihefd, produced and used.

» Identifies operational-level stewards of their exdjve business unit and acting as a
liaison to ensure that information standards anitips are communicated to
operational-level stewards.

Operational -Level Stewardship

Operational-level stewards ensure that informadiefinition, production and usage activities
adhere to architecture policies and standardsreTére three (3) categories of stewards at the
operational-levet?

* Information Definition Stewards: Information Definition Stewards play a criticalle
in defining and documenting the information thataquired to operate within their
business unit and to maintain the values and cemsig of this information. They are
also responsible for assisting with identifying dederaging existing data resources for
reuse.

» Information Production Stewards: Information Production Stewards are responsibte f
ensuring that all information is created or pasa&mlsystems in accordance with the
definitions set forth by Information Definition Stards in a timely manner.

» Information Usage Steward: Information Usage Stewards are responsible for
understanding information and using the informatmnits intended purposes.

Preparing for Stewardship

The first priority to implementing stewardship sablishing focus and the value proposition. It
is important to understand how a stewardship strador the EA Data Architecture would
contribute to the GSA’s EA and IT strategic objees while maintaining a low level of
complexity and cost for such a structure. To distala focus and value proposition for
stewardship, the EAPMO should provide support lojlifate discussions with stakeholders
about what drives the need for stewardship (eggEth Target Data Architecture, knowledge
repository, IT management initiatives, etc.).

The second priority is to prepare a roadmap witlestones to communicate to stakeholders the
plan for how the vision for a stewardship comporfenthe EA Data Architecture will be
achieved. This roadmap shall also include keysraled responsibilities of individuals and/or
groups within the existing EA governance body dgiftanning. Once the roadmap is
understood and agreed to by stakeholders, the EABMICzan consider design activities for the
EA Data Architecture governance component.

The responsibility to accept, propagate and comyitly enterprise data standards is the primary mesipdity of all data
stewards.
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APPENDIX C: GLOSSARY OF RELEVANT TERMS

This section provides a glossary of terms thauaesl throughout this document.

Term

Architecture

Table C-1 — Relevant Terms

Description

Representation of the structure of a system or community that
describes the constituents of the system and how they interact with
each other such that the goals and responsibility of the system or
community are met.

Best Practice

A group of tasks that optimizes the efficiency or effectiveness of the
business discipline or process to which it contributes. Best practices are
generally adaptable and replicable across similar organizations or
enterprises - and sometimes across different functions or industries.

Business Objective

Objectives state what is to be achieved, and the results and activities
required to measure progress towards reaching the desired state.

Business Process

A business process is one aspect of a business model intended to
specify the services, participants, interactions, resources and course of
activities required to realize business value.

A business process is a set of linked activities that create value by
transforming an input into a more valuable output. Both input and output
can be artifacts and/or information and the transformation can be
performed by human actors, organizations, machines, or both.

A business process can be decomposed into activities that may be
atomic (E.G. “Delete file”) or utilize sub-processes (E.G. “Build Ship”),
which contribute to achieving the goal of the super-process. The
analysis of business processes typically includes the mapping of
processes and sub-processes down to activity level.

A business process may specify how processes are currently executed
or may specify a future-sate process intended to improve business
value and/or reduce costs.

Business Process Modeling
Notation (BPMN)

A graphical notation that depicts the steps in a business process, as
defined by the Object Management Group (OMB). BPMN depicts the
end to end flow of a business process. The notation is designed to
coordinate the sequence of processes and the messages that flow
between different process participants in a related set of activities.

Business Rules

The assertions that define information from a business perspective.

Common Elements at this level are available to at least two business units but not
to every one.
Core Elements at this level are available to every business area.

Concept

What something “means” in a given context.
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Term Description

Information Quality The process of improving information quality to the level desired to
Improvement support the enterprise information demand.

Data Reference Model The Data Reference Model (DRM) describes, at an aggregate level, the
(DRM) data and information supporting government program and business line

operations. This model enables agencies to describe the types of
interaction and exchanges occurring between the Federal government
and citizens.

The DRM categorizes government information into greater levels of
detail. It also establishes a classification for Federal data and identifies
duplicative data resources. A common data model will streamline
information exchange processes within the Federal government and
between government and external stakeholders.

The DRM provides a standard means by which data may be described,
categorized, and shared. These are reflected within each of the DRM'’s
three standardization areas:

— Data Description: Provides a means to uniformly describe data,
thereby supporting its discovery and sharing

— Data Context: Facilitates discovery of data through an approach
to the categorization of data according to taxonomies;
additionally, enables the definition of authoritative data assets
within a community of interest (COI)

Data Sharing: Supports the access and exchange of data where access
consists of ad-hoc requests (such as a query of a data asset), and
exchange consists of fixed, re-occurring transactions between parties.

Diff/Merge A tool or function that assists with comparing, merging, and
synchronizing text or source code.

Domain A scope of information definition. A domain defines a collection of
information generally recognized as appropriate to a field of study, a
business process or function, or mission.

Distinct These elements are exclusive to a business unit.

DRM Abstract Model The DRM abstract model depicts the major concepts from each DRM
standardization area and the relationships between them.
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Term Description
Enterprise Distributed EDOC is the OMG standard for role based collaborative modeling in

Object Computing (EDOC) support of MDA and SOA. GSA has adopted EDOC as the basis for
One-GSA and Model to Integrate.

EDOC provides a standard model and notation for describing
collaborations at both the business and technical level. At the level of
the business model EDOC collaborations represent business roles and
responsibilities that collaborate by providing and using services
described as business protocols.

Technical EDOC models describe enterprise components that realize
the business interactions as service interfaces across the enterprise
service bus. Both roles and components may be further specified
based on the choreography of activities and interactions required to
provide and use these services.

Once the technical components are defined they are then the bases for
acquiring these components (by wrapping legacy systems, purchasing
components or implementing new components) that are then deployed
on the enterprise service bus (ESB) and can be then tested for
compliance in support of model based testing.

Enterprise Architecture (EA) | A process and the associated strategic information asset base to
support enterprise objectives, which includes:

— the mission;

- information necessary to perform the mission;

- the technologies necessary to perform the mission;
— the transitional processes; and

— the business model

for supporting the transformation of an enterprise to meet its changing
business objectives.

Extensible Markup Extensible Markup Language is a non-proprietary subset of SGML
Language (Standard Generalized Markup Language). It is focused on data
structure and uses tags to specify the content of the data elements in a
document.
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Term Description

Federal Enterprise
Architecture (FEA)
Reference Model

The FEA consists of a set of interrelated "reference models" designed
to facilitate cross-agency analysis and the identification of duplicative
investments, gaps and opportunities for collaboration within and across
agencies. Collectively, the reference models comprise a framework for
describing important elements of the FEA in a common and consistent
way. Through the use of this common framework and vocabulary, IT
portfolios can be better managed and leveraged across the federal
government. This chapter introduces the purposes and structures of the
five FEA reference models: Performance Reference Model (PRM);
Business Reference Model (BRM); Service Component Reference
Model (SRM); Technical Reference Model (TRM); Data Reference
Model (DRM).

[Source: OMB Federal Enterprise Architecture Program Management
Office; FEA Consolidated Reference Model Document, version 2.1;
December 2006; page 5.]

Federal Transition
Framework (FTF)

The Federal Transition Framework (FTF) is a single information source
for cross-agency information technology (IT) initiatives using a simple,

familiar and organized structure. It contains government-wide IT policy
objectives and cross-agency initiatives including:

- OMB-sponsored initiatives, e.g., E-Gov and LoB initiatives

- Government-wide initiatives, e.g., Internet Protocol Version 6
(IPV6), Homeland Security Presidential Directive 12 (HSPD 12)

Information

The term "information" means any communication or representation of
knowledge such as facts, data, or opinions in any medium or form,
including textual, numerical, graphic, cartographic, narrative, or
audiovisual forms.

Information Architecture

The framework for organizing the planning and implementation of
information resources. The set of information, processes, and
technologies that an enterprise has selected for the creation and
operation of information systems.

Information Model

Shows the relationships or linkages between major areas of interest to
the business creates a shared business vocabulary (e.g. semantic
model), defining a community's agreement on important concepts and
relationships between those concepts.*?

Information Life Cycle

The stages through which information passes, typically characterized as
creation or collection, processing, dissemination, use storage, and
disposition.

Information Quality
Improvement

The process of improving information quality to the level desired to
support the enterprise information demand.

12ISource: Treasury Board of Canada, Chief Informmfdficer Branch; Business Transformation Enablenf®rogram
Glossary ; online: http://www.tbs-sct.gc.ca/bpgp/documents/2004/gloss/gloss03_e.asp ; puddi€hctober 7, 2004.

Accessed December 11, 2007.]
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Term Description

Information Technology (IT) | The term ‘information technology’, with respect to an executive agency
means any equipment or interconnected system or subsystem of
equipment, that is used in the automatic acquisition, storage,
manipulation, management, movement, control, display, switching,
interchange, transmission, or reception of data or information by the
executive agency.

Initiative A project or program used to implement a new capability or improve an
existing capability. Initiatives need time and resource commitments and
should be aligned with the organization's strategy.™

Integrity Refers to the security of information from unauthorized access or
revision to ensure that the information is not compromised through
corruption or falsification.

Integrated Portfolio Integrated IT Portfolio Management (IPM) joins and harmonizes internal
Management (IPM) policies with Capital Planning Investment and Control (CPIC), Systems
Development Life Cycle (SDLC), and other processes and activities
related to the inception, elaboration, construction, and management of
IT initiatives across GSA.

IT Strategic Plan A document representing GSA’s blueprint for utilizing information
technologies to support the President’'s Management Agenda and the
Agency’s Strategic Plan. The Plan identifies both the mission
achievement and the management improvement strategies that will
support enterprise efforts to improve customer service, increase fee-for-
service revenues, lead to shared services and capabilities, and ensure
advancement towards a service oriented architectural environment that
improves other enterprise business outcomes across GSA'’s value

chains.

Measure The criteria, metric or means to which a comparison is made with
output.

Metadata Semantic information associated with a given variable; includes

business definitions of the data and clear, accurate descriptions of data
types, potential values, original source system, data formats, and other
characteristics. Metadata defines and describes business data.
Examples of metadata include data element descriptions, data type
descriptions, attribute/property descriptions, range/domain descriptions,
and process/method descriptions.

Metric A standard for measurement.

Mission The stated purpose of an Organization. A Government Agency’s
mission must reflect its authorizing legislation. The GSA mission is:
We help federal agencies better serve the public by offering, at best
value, superior workplaces, expert solutions, acquisition services and
management policies.

1350urce: COLAB Collaborative Work Environment's Wikittp://colab.cim3.net/cgi-bin/wiki.pl?initiative; Last accessed
December 11, 2007.
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Term Description

Obijectivity

Involves a focus on ensuring that information is accurate, reliable and
unbiased and that information products are presented in an accurate,
clear, complete and unbiased manner

One GSA Enterprise
Architecture

The One GSA Enterprise Architecture is GSA's Business Modernization
Blueprint that provides a framework and methodology for modeling
business processes, stakeholder groups, and the information flows
between these groups, based on a Model-Driven Architecture (MDA)
approach. The One GSA EA encompasses and links both the GSA
business models (processes, services, roles responsibilities and goals)
with the systems architecture (IT services, components, applications
and systems) into a coherent and executable architecture to realize
business objectives.

Ontology

An ontology is a controlled vocabulary that describes objects and the
relations between them in a formal way, and has a grammar for using
the vocabulary terms to express something meaningful within a
specified domain of interest.

[Source:
members.optusnet.com.au/~webindexing/Webbook2Ed/glossary.htm.
Note: text and URL displayed as part of Google results when searching
for term "ontology definition" but URL not accessible on December 22,
2006.]

Open Source eGov
Reference Architecture
(OSERA)

GSA'’s Open Source eGovernment Reference Architecture (OSERA).
OSERA's mission is to provide government and industry with a
reference architecture and ready-to-run toolset and platform that
enables business objectives to be realized more quickly and less
expensively using an integrated approach to enterprise, business and
technology architectures. OsEra is based on the principles of MDA,
SOA and Model to Integrate based on open standards and open source
implementations.

Performance Reference
Model (PRM)

The PRM is a “reference model” or standardized framework to measure
the performance of major IT investments and their contribution to
program performance. The PRM has three main purposes:

— Help produce enhanced performance information to improve
strategic and daily decision-making;

- Improve the alignment — and better articulate the contribution
of — inputs to outputs and outcomes, thereby creating a clear
“line of sight” to desired results; and

- ldentify performance improvement opportunities that span
traditional organizational structures and boundaries

Procedure

A course of activities describing how to carry out a process.

Program

An organizational unit within GSA with responsibility for delivering on a
clearly defined mission or service. Programs may include one or more
Projects. Projects may fall under one or more Programs.
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Term Description

Project

Planned undertaking by within a program to implement a solution
identified in a Segment Architecture Transition Plan. Projects may
include one or more investments. Investments may fall under one ore
more Projects

Reproducibility

Means that the information is capable of being substantially reproduced,
subject to an acceptable degree of imprecision.

Resource Description
Framework (RDF)

The Resource Description Framework (RDF) integrates a variety of
applications from library catalogs and world-wide directories to
syndication and aggregation of news, software, and content to personal
collections of music, photos, and events using XML as an interchange
syntax

Reusable Asset
Specification (RAS)

The specification defines a standard way to package reusable software
assets.

http://www.omg.org/technology/documents/formal/ras.htm

Role A role is a representation of a set of capabilities and responsibilities for
work to be carried out within the context of one or more business
processes. The role can then be assumed, or played, by one or more
individuals, organizations or systems.

Service Discrete unit of functionality offered by one party and then able to be

consumed by another. At the business level the service is the actual
delivery of business value and the specification of the interactions
required to deliver that value.

In a technical architecture a service defines the interface to a
component realizing a role and returning either the business value
directly or a document describing the business value.

Service or Staff Office

A Program Office within GSA responsible for coordinating nationwide
programs and supporting Federal agencies and citizen-oriented
organizations.

Service Reference Model
(SRM)

The Service Component Reference Model (SRM) is a business and
performance-driven, functional framework that classifies Service
Components with respect to how they support business and/or
performance objectives.

The SRM is intended for use to support the discovery of government-
wide business and application Service Components in IT investments
and assets. The SRM is structured across horizontal and vertical
service domains that, independent of the business functions, can
provide a leverage-able foundation to support the reuse of applications,
application capabilities, components, and business services.
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Term Description

Simple Knowledge
Organization System
(SKOS)

SKOS is an area of work developing specifications and standards to
support the use of knowledge organisation systems (KOS) such as
thesauri, classification schemes, subject heading systems and
taxonomies within the framework of the Semantic Web.
http://mww.w3.0rg/2004/02/skos/

SPARQL SPARQL (pronounced "sparkle") is an RDF query language; its name is
a recursive acronym that stands for SPARQL Protocol and RDF Query
Language

Strategy A broad course of action or methodology designed to achieve a Long-
Term Outcome Goal.

System Any organized set of constituent parts that behaves according to a

unifying plan or principle. Organizations and communities as well as
computer programs or hardware may all be considered “systems”.
Architectures are frequently used to describe the current and/or desired
state of systems with respect to a particular goal set.

Every division or aggregation of real objects/entities into systems is
arbitrary, therefore it is an abstraction.

System Development
Lifecycle (SDLC)

System Development Life Cycle, or SDLC, is the process used to
develop an information system, including requirements, validation,
training, and user ownership through investigation, analysis, design,
implementation and maintenance. SDLC is also known as information
systems development or application development. An SDLC should
result in a high quality system that meets or exceeds customer
expectations, within time and cost estimates, works effectively and
efficiently in the current and planned Information Technology
infrastructure, and is cheap to maintain and cost-effective to enhance.
SDLC is a systems approach to problem solving and is made up of
several phases, each comprised of multiple steps.

Technical Reference Model
(TRM)

The Technical Reference Model (TRM) provides a foundation to
categorize the standards, specifications, and technologies to support
the construction, delivery, and exchange of business and application
components (Service Components) that may be used and leveraged in
a Component-Based or Service-Oriented Architecture. The TRM unifies
existing Agency TRMs and E-Gov guidance by providing a foundation
to advance the re-use of technology and component services from a
government-wide perspective.

Transparency

The inclusion of source references (citations) and possible clarifications
for the information being disseminated.

Unified Modeling Language
(UML)

The industry-standard language for specifying, visualizing, constructing,
and documenting the artifacts of software systems. It simplifies the
complex process of software design, creating a "blueprint” for
construction.

Utility

The usefulness of the information to the intended users.
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Term Description

Web Ontology Language The Web Ontology Language (OWL) is a family of knowledge
(OWL) representation languages for authoring ontologies, and is endorsed by
the World Wide Web Consortium.
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